
REITAR LOGTECH HOLDINGS LIMITED 

CODE OF BUSINESS CONDUCT AND ETHICS 

Reitar Logtech Holdings Limited and its subsidiaries (collectively, the “Company”) have adopted this Code of Business Conduct and Ethics (the 

“Code”) as an expression of the Company’s values and to represent a framework for decision-making. The Company is committed to the highest 

standards of business conduct and ethics. The Company seeks to conduct its business as a good corporate citizen and to comply with all laws, rules and 

regulations applicable to it or the conduct of its business. The Code shall govern the relationships between the Company’s employees, including 

directors and officers (each, an “Employee” and collectively, the “Employees”), and the Company’s customers, suppliers, shareholders, competitors, 

and the communities in which the Company operates. 

1. Application of the Code.  

The Code applies to each Employee and must be strictly observed. If an Employee fails to observe the Code, he or she may face disciplinary action, up 

to and including termination. Therefore, each Employee individually is responsible to understand the Code and to act in accordance with it. The Code is 

not intended to cover every applicable law, rule or regulation or to provide answers to all questions that may arise. Therefore, in addition to observing 

the Code, an Employee must use good judgment in assessing whether any given action is ethical or otherwise constitutes good business conduct. From 

time to time an Employee may also be required to seek guidance from others with respect to the appropriate course of conduct in a given situation. If an 

Employee has any questions regarding any law, rule, regulation, or principle discussed in the Code which may govern business conduct, he or she 

should contact a supervisor or Mr. Chun Yip YIU, the compliance officer of the Company (the “Compliance Officer”). 

2. Code Does Not Constitute an Employment Contract.  

The Code does not in any way constitute an employment contract or an assurance of continued employment. It is for the sole and exclusive benefit of 

the Company and may not be used or relied upon by any other party. The Company may modify or repeal the provisions of the Code or adopt a new 

Code at any time it deems appropriate, with or without notice to its Employees. 

3. Conflicts of Interest.  

3.1 Conflicts of Interest Prohibited. The Company’s policy is to prohibit conflicts of interest. A conflict of interest occurs when an Employee’s 

personal interest interferes, or appears to interfere, with the interests of the Company in any way. Conflicts of interest may only be waived by the 

Company’s Board of Directors (the “Board”), and will be promptly disclosed to the public to the extent required by law or applicable stock exchange 

requirements. 
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3.2 Identifying Conflicts of Interest. A conflict of interest can arise when an Employee or a member of his or her family takes actions or has interests 

that may make it difficult to perform his or her Company work objectively and effectively. Conflicts of interest can also arise when an Employee or a 

member of his or her family receives improper personal benefits as a result of the Employee’s position in the Company. Such conflicts of interest can 

undermine an Employee’s business judgment and responsibility to the Company and threaten the Company’s business and reputation. Accordingly, an 

Employee should avoid all apparent, potential, and actual conflicts of interest. Further, an Employee must communicate to the Compliance Officer all 

potential and actual conflicts of interest or material transactions or relationships that reasonably could be expected to give rise to a conflict of interest or 

the appearance of such a conflict of interest. The following activities all generally constitute a conflict of interest: 

3.2.1 Corporate Opportunities. An Employee taking opportunities for his or her own benefit that are discovered through the use of the Company’s 

information, property or position; or an Employee using the Company’s information, property or position for his or her own personal gain or to 

compete with the Company. 

3.2.2 Loans. The granting by the Company of any loans or guaranties for an Employee or for the Employee’s family members. Such activity will not 

be allowed without the prior written approval of the Compliance Officer, and if appropriate, the Board or a committee thereof. The Company will not 

extend, maintain or arrange for any personal loan to or for any director or executive officer (or the equivalent thereof). 

3.2.3 Outside Activity. An Employee engaging in any outside activity that materially detracts from or interferes with the performance by an Employee 

of his or her services to the Company. 

3.2.4 Outside Employment. An Employee serving as a director, representative, employee, partner, consultant or agent of, or providing services to, 

a company that is a supplier, customer or competitor of the Company. 

3.2.5 Personal Interest. An Employee having any personal interest, whether directly or indirectly, in a transaction involving the Company. 

3.2.6 Personal Investments. An Employee owning, directly or indirectly, a material amount of stock in, being a creditor of, or having another financial 

interest in a supplier, customer or competitor. 

3.3 Reporting. Each Employee must report conflicts of interest to a superior who they believe is not involved in the matter giving rise to the conflict. 

Any Employee who has questions as to whether a conflict of interest exists after consulting the Code should contact the Compliance Officer  for 

assistance in making that determination. 

4. Foreign Corrupt Practices Act 

4.1 General Policy. The Company requires all of its employees, directors, agents, contractors and consultants to comply fully with the Foreign Corrupt 

Practices Act (“FCPA”), and with any other applicable laws or regulations prohibiting bribery. All employees, directors, agents, contractors and 

consultants, are responsible for FCPA compliance and the procedures to ensure FCPA compliance. All managers and supervisory personnel are 

expected to monitor continued compliance with the FCPA to ensure compliance with moral, ethical and professional standards. 
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4.2 Anti-bribery Provisions. The anti-bribery provisions of the FCPA criminalize any offer, payment, promise to pay, or authorization to pay any 

money, gift, or anything of value to any foreign official (a broadly defined term that includes even employees of state-owned or controlled businesses), 

or any foreign political party, candidate or official, for the purpose of: influencing any act or failure to act, in the official capacity of that foreign 

official or party; or inducing the foreign official or party to use influence to affect a decision of a foreign government or agency, in order to obtain or 

retain business for anyone, or direct business to anyone, or to obtain any improper advantage. 

For this reason, Company policy requires careful attention to all dealings with foreign government entities and agents and contractors that do business 

with them. You must adhere carefully to the Company’s policies concerning the FCPA, gifts and entertainment, and donations in connection with all 

government business, and consult with our General Counsel before giving or offering anything of value to any party connected with a foreign 

government. You must also conduct adequate due diligence and receive approvals from the Compliance Officer before engaging any agents, 

consultants, or outside contractors. In addition, no employee shall give or authorize directly or indirectly any illegal payments to government officials 

of any country.  

4.2.1 Gifts and Entertainment. Under no circumstances may anyone acting on behalf of the Company accept any offer, payment, promise to pay, or 

authorization to pay any money, gifts, or anything of value from customers, vendors, consultants, etc. that could be perceived as, or is intended to, 

directly or indirectly, influence any business decision, any act or failure to act, any commission of fraud, or opportunity for the commission of any fraud. 

Similarly, Company employees may not offer or make any such payments or gifts. Inexpensive gifts, infrequent business meals, celebratory events and 

entertainment may be permitted, provided that they are not excessive, do not create an appearance of impropriety and are properly documented. 

Questions regarding whether a particular payment or gift violates this policy and requests for approval must be directed to the Compliance Officer.  

4.3 Books and Records. The FCPA also requires accurate books and records. FCPA compliance therefore includes adherence to the Company’s policy 

on record retention and maintaining books and records. In connection with this policy, you must record all payments accurately and completely. 
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5. Confidentiality. An Employee must maintain the confidentiality of all information entrusted to him or her by the Company, its suppliers, its 

customers and other individuals or entities related to the Company’s business. Confidential information includes any non-public information that if 

disclosed might be useful to the Company’s competitors or harmful to the Company, or its customers or suppliers. Confidential information includes, 

among other things, the Company’s customer lists and details, new project plans, new marketing platforms or strategies, computer software, trade 

secrets, research and development findings, or the Company’s acquisition or sale prospects. Employees in possession of confidential information must 

take steps to secure such information. Employees must take steps to ensure that only other Employees who have a “need to know” the confidential 

information in order to do their job can access it, and to avoid discussion or disclosure of confidential information in public areas (for example, in 

elevators, on public transportation, and on cellular phones). An Employee may only disclose confidential information when disclosure is authorized by 

the Company or legally required. Upon termination of employment, or at such other time as the Company may request, each Employee must return to 

the Company any medium containing confidential information, and may not retain duplicates. An Employee has an ongoing obligation to preserve 

confidential information, even after his or her termination of employment with the Company, until such time as the Company discloses such 

information publicly or the information otherwise becomes available to the public through no fault of the Employee. 

6. Fair Dealing. Each Employee must deal fairly with each of the Company’s customers, suppliers, competitors and other Employees. Employees must 

not take unfair advantage of anyone through manipulation, concealment, abuse of privileged information, misrepresentation of material facts, or any 

other unfair-dealing practices. 

7. Protection and Proper Use of Company Assets. An Employee must protect the Company’s assets and ensure their efficient use. Such assets include 

communication systems, information (proprietary or otherwise), material, facilities and equipment, as well as intangible assets. An Employee must not 

use such assets for personal profit for themselves or others. Additionally, an Employee must act with reasonable care to protect the Company’s assets 

from theft, loss, damage, misuse, removal and waste. Where an Employee discovers any theft, loss, damage, misuse, removal or waste of a Company 

asset, he or she must promptly report this to the Company. Finally, an Employee must use reasonable efforts to ensure that Company assets are used 

only for legitimate business purposes. 

8. Compliance with Laws, Rules and Regulations.  

8.1 Generally. An Employee must comply fully with all laws, rules and regulations applying to the Company’s business and its conduct in business 

matters. This includes, among other things, laws applying to bribery, kickbacks, and secret commissions, copyrights, trademarks and trade secrets, 

information privacy, insider trading, offering or receiving gifts, employment harassment, occupational health and safety, false or misleading financial 

information or misuse of corporate assets. The fact that certain laws, rules or regulations are not enforced in practice, or that the violation of such laws, 

rules or regulations is not subject to public criticism or censure, will not excuse any illegal action by an Employee. The Company expects each 

Employee to understand with all laws, rules and regulations that apply to his or her position at the Company. Where an Employee has a doubt as to the 

legality of a given action or the proper course of conduct, that Employee must immediately consult the Compliance Officer. Aside from strictly legal 

considerations, Employees must at all times act honestly and maintain the highest standards of business conduct and ethics, consistent with the 

professional image of the Company. 
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8.2 Insider Trading. United States federal and state law prohibits the use of “material inside information” when trading in or recommending Company 

securities. In accordance with applicable United States federal and state law, no Employee may engage in transactions in Company stock (whether for 

his or her own account, for the Company’s account or otherwise) while in possession of material inside information (“Insider Trading”) relating to the 

Company. Furthermore, no Employee who is in possession of material inside information may communicate such information to third parties who may 

use such information in the decision to purchase or sell Company stock (“Tipping”). These restrictions also apply to securities of other companies if an 

Employee learns of material inside information in the course of his or her duties for the Company. In addition to violating Company policy, Insider 

Trading and Tipping are illegal. What constitutes “material inside information” is a complex legal question, but is generally considered to be 

information not available to the general public, which a reasonable investor contemplating a purchase of Company stock would be substantially likely to 

take into account in making his or her investment decision. Such information includes information relating to a share split and other actions relating to 

capital structure, major management changes, contemplated acquisitions or divestitures, and information concerning earnings or other financial 

information. Such information continues to be “inside” information until it is disclosed to the general public. Any person who is in possession of 

material inside information is deemed to be an “insider.” This would include directors, officers, Employees (management and non-management), as well 

as spouses, friends or brokers who may have acquired such information directly or indirectly from an insider “tip.” Substantial penalties may be 

assessed against people who trade while in possession of material inside information and can also be imposed upon companies and so called controlling 

persons such as officers and directors, who fail to take appropriate steps to prevent or detect insider trading violations by their employees or 

subordinates. To avoid severe consequences, Employees should review this policy before trading in securities and consult with the Compliance Officer 

if any doubts exist as to what constitutes “material inside information.” 

9. Reporting Illegal or Unethical Behavior.  

9.1 Obligation to Report Violations. Any Employee who is aware of any illegal or unethical behavior at the Company or in connection with its 

business, or who believes that an applicable law, rule or regulation or the Code has been violated, must promptly report the matter to the Compliance 

Officer. Furthermore, an Employee who has a concern about the Company’s accounting practices, internal controls or auditing matters, should report his 

or her concerns to the Company’s Chief Financial Officer. Employees should take care to report violations to a person who they believe is not involved 

in the matter giving rise to the violation. 

9.2 Company to Investigate Reported Violations. The Company will investigate promptly all reports of violations and, if appropriate, remedy the 

violation. If legally required, the Company will also immediately report the violation to the proper governmental authority. An Employee must 

cooperate with the Company to ensure that violations are promptly identified and resolved. 
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9.3 Employees Who Report Violations Will Be Protected from Retaliation. The Company shall protect the confidentiality of those making reports of 

possible misconduct to the maximum extent possible, consistent with the requirements necessary to conduct an effective investigation and the law. In no 

event will the Company tolerate any retaliation against an Employee for reporting an activity that he or she in good faith believes to be a violation of any 

law, rule, regulation, or the Code. Any superior or other Employee intimidating or imposing sanctions on an Employee for reporting a matter will be 

disciplined up to and including termination. 

10. Quality of Disclosure. The Company is subject to certain reporting and disclosure requirements in the United States. As a result, the Company will 

be regularly required to report its financial results and other material information about its business to the public and to regulators. The Company’s 

policy is promptly to disclose accurate and complete information regarding its business, financial condition and results of operations. Each Employee 

must strictly comply with all applicable standards, laws, regulations and policies for accounting and financial reporting of transactions, estimates and 

forecasts. Inaccurate, incomplete or untimely reporting will not be tolerated and can severely damage the Company and result in legal liability. Each 

Employee should be on guard for, and promptly report, any possibility of inaccurate of incomplete financial reporting. Particular attention should be 

paid to financial results that seem inconsistent with the performance of the underlying business, transactions that do not seem to have an obvious 

business purpose, or and requests to circumvent ordinary review and approval procedures. The Company’s senior financial officers and other employees 

working in the accounting and finance department have a special responsibility to ensure that all of the Company’s financial disclosures are full, fair 

accurate, timely and understandable. Any practice or situation that might undermine this objective should be reported to the Compliance Officer. An 

Employee with information relating to questionable accounting or auditing matters may also confidentially, and anonymously if they desire, submit the 

information in writing to the Board’s Audit Committee. 

11. Responding to Improper Conduct. The Company will enforce the Code on a uniform basis for everyone, without regard to an Employee’s position 

within the Company. If an Employee violates the Code, he or she will be subject to disciplinary action. Supervisors and managers of a disciplined 

Employee may also be subject to disciplinary action for their failure to properly oversee an Employee’s conduct, or for any retaliation against an 

Employee who reports a violation. The Company’s response to misconduct will depend upon a number of factors including whether the improper 

behavior involved illegal conduct. Disciplinary action may include, but is not limited to, reprimands and warnings, probation, suspension, demotion, 

reassignment, reduction in salary or immediate termination. Employees should be aware that certain actions and omissions prohibited by the Code might 

be crimes that could lead to individual criminal prosecution and, upon conviction, to fines and imprisonment. 

12. Waivers. Waivers or exceptions to the Code may only be granted in advance and only under exceptional circumstances. A waiver of the Code 

for any executive officer or director may be made only by the Board or a committee thereof and must be promptly disclosed to the extent required 

by applicable law and stock exchange requirements. 
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